
CACR Security Matters Cybercamp 
Rules and Code of Conduct 

1. Some of the techniques taught and demonstrated during the cybercamp could be illegal if done outside 
the scope of the camp. CACR and Indiana University do not condone any of the activities demonstrated in 
the camp outside the scope of the camp. (A brief talk about cybersecurity ethics will given to camp 
attendees at the beginning of the camp to help them understand the boundaries and risks of the 
activities.) 
 

2. Unless directed by camp staff, camp attendees must stay within the designated camp area during the 
camp and data center tour, this includes the Cyberinfrastructure Building lobby, bathrooms and rooms 
used for the camp itself. If an attendee needs to leave the designated camp area, they should get 
permission from a camp staff member. 

 
3. Camp attendees are expected to use the designated WiFi access point for network access. Use of this 

service is free, but is subject to the policies of the WiFi access point. 
 

4. Be considerate of others attending and facilitating the camp. 
 

5. Foul, sexist, racist or disrespectful language is prohibited at the camp. 
 

6. Fighting, aggressive or harassing behavior will not be tolerated and are grounds for immediate dismissal. 
 

7. Cigarettes (including e-cigarettes), non-prescribed drugs, weapons and/or pornographic material MAY 
NOT be brought to the camp. 

 
8. If you have been loaned a laptop by the camp staff, you are responsible for that laptop and expected to 

treat it with care and may not take the laptop off the premises. Deliberate damage to the laptop hardware 
is prohibited. 
 

Violation of these rules and code could subject you to disciplinary action. This includes the camp 
coordinator contacting the parents/guardians of the camp attendee and possible dismissal from the 
camp without refund of camp tuition. If you would like to report a violation of these rules or feel that you 
are being harassed in any way, please see a camp staff member. 
Agreement 
I have read and agree to adhere to the above Rules and Code of Conduct of the CACR Security 
Matters Cybercamp. The camp attendee and I understand the rules and code of conduct and I agree to 
them receiving appropriate disciplinary action should they breach them: 
 
Student name: ______________________ Parent/Guardian Name: ___________________ 
 
Parent/Guardian Signature: _______________________________ Date: ________________ 
ver. 2018-06-12 


